How to allow geolocation access from URL e.g Ireland?

1. **Login to AWS Console**
   * Go to <https://console.aws.amazon.com>
2. **Search for “VPC”**
   * In the top search bar, type **VPC** and select the **VPC Dashboard**.
3. **Navigate to Network Firewall Rule Groups**
   * In the left menu, under **Network Firewall**, click **Firewall rule groups**.
4. **Locate the Target Rule Group**
   * Find the **stateless** or **stateful** rule group you want to modify (whichever applies to your use case).
5. **View the Rules**
   * Click the rule group name to view its rules.
6. **Find the Geolocation Rule for Port 443**
   * Look through the rules and locate the one that restricts or allows **HTTPS (port 443)** traffic based on geolocation.
7. **Edit the Rule**
   * Click **Edit rule** (or the pencil icon).
   * Under **Source** or **Destination**, look for the **Geolocation match** setting.
   * Add **Ireland** to the list of allowed countries.
8. **Save the Rule**
   * Click **Save** to apply changes to the specific rule.
9. **Save All Changes**
   * After updating the rule group, click **Save all changes** or **Publish changes** (depending on your UI version) to apply it to the firewall.